**501343 جرائم تكنولوجيا المعلومات 3ساعات معتمدة**

يتناول هذا المساق تحديد الجرائم المرتكبة بواسطة الحواسيب وجرائم الاعتداء على محتويات المواقع الالكترونية والاشكال المستحدثة من هذه الافعال ونطاق التجريم بما في ذلك الاحتيال بالوسائل الالكترونية وجرائم الرأي ونشر المعلومات بوسائل الكترونية وجرائم القرصنة الالكترونية وطرق مكافحة هذه الجرائم والعقوبات المقررة لها وحماية البرامج الحاسوبية كما يتناول الحماية الجزائية للمواقع الالكترونية وحقوق الملكية الفكرية الواردة على محتويات هذه المواقع وحماية العنوان الالكتروني واسماء المواقع وما يقع في حكمها. كما تشمل دراسة التجارب العالمية والمعاهدات الخاصة بهذه الجرائم وطرق مكافحتها والمنظمات المتخصصة بمكافحة هذه الجرائم وطنيا واقليميا ودوليا ومدى انسجان التشريعات الوطنية مع التوجهات والجهود العالمية بهذا الصدد.

**501343 Crimes of Information Technology 3 credit hours**

This course deals with the definition of crimes committed by computers and crimes against the content of websites, the forms of these acts and the scope of criminalization, including electronic fraud and crimes of opinion, dissemination of information by electronic means, electronic piracy crimes, methods of combating such crimes and penalties, protection of computer programs, Of the websites and intellectual property rights contained in the contents of these sites and the protection of the electronic address and the names of the sites and what is in its ruling. It also includes the study of international experiences, treaties on these crimes and ways of combating them, and specialized organizations to combat these crimes nationally and in the region.